
 

Palo Alto Networks is the global cybersecurity leader, known for always 
challenging the security status quo. Our mission is to protect our way of 
life in the digital age by preventi ng successful cyberatt acks. This has given 
us the privilege of safely enabling tens of thousands of organisati ons and 
their customers. Our pioneering Security Operati ng Platf orm emboldens 
their digital transformati on with conti nuous innovati on that seizes the latest 
breakthroughs in security, automati on, and analyti cs. By delivering a true 
platf orm and empowering a growing ecosystem of change-makers like us, 
we provide highly eff ecti ve and innovati ve cybersecurity across clouds, 
networks, and mobile devices.

Our platf orm was built from the ground up for breach preventi on, with threat 
informati on shared across security functi ons system-wide, and designed to 
operate in increasingly mobile, modern networks. By combining network, 
cloud and endpoint security with advanced threat intelligence in a nati vely 
integrated security platf orm, we safely enable all applicati ons and deliver 
highly automated, preventi ve protecti on against cyberthreats at all stages in 
the att ack lifecycle without compromising performance. Customers benefi t 
from superior security to what legacy or point products provide and realise a 
bett er total cost of ownership.

Palo Alto Networks has more than 48,000 customers across 150 countries 
and the number is growing every day. The company is Gartner’s Enterprise 
Firewall market leader for the last 6 consecuti ve years.

About Palo Alto Networks

Architecti ng 
Diff erenti ated 
Security Services 
to Prevent 
Modern Threats
"Aft er studying multi ple soluti ons, we shortlisted 
soluti ons from Palo Alto Networks to address 
our security requirement. We could see the 
extensive knowledge and confi dence of 
Palo Alto Networks team and partner 
involved as they developed a proof of 
concept (POC) based on the defi ned 
scope and features like a pro."

Sachin Jain
CIO, Evalueserve

Developing dynamic security soluti ons for organisati ons has always been a challenging task, especially while 
replacing a fi rewall having multi ple client-facing complex rules with a new soluti on. 

Ensuring that the migrati on process was made easy, the Palo Alto Networks team and the partner, delivered 
the most appropriate security soluti ons for the business, providing granular access control to network devices 
and services. They focused on ulti mately preventi ng successful cyberatt acks against Evalueserve’s network 
rather than just detecti ng them, incorporati ng a true preventi on-focused approach to the soluti on.

Evalueserve has secured its India offi  ce with the Palo Alto Networks next-generati on fi rewall and now plans 
to extend to other global offi  ces as well. In additi on, Evalueserve is evaluati ng soluti ons such as Traps™  and 
Aperture™ from Palo Alto Networks which would give them a higher level of visibility and control of their 
network, endpoints and applicati on landscape both on premise and on the cloud.

Simplifying Network Security Infrastructure

Evalueserve is a global professional services provider 
off ering research, analyti cs, and data management 
services. We are powered by mind+machine – 
a unique combinati on of human experti se and best-
inclass technologies that use smart algorithms to 
simplify key tasks. This approach enables us to design 
and manage processes that can generate and harness 
insights on a large scale, signifi cantly cutti  ng costs and 
ti mescales and helping businesses that partner with 
us to overtake the competi ti on. 

For more informati on about Evalueserve, visit 
www.evalueserve.com

About Evalueserve



Looking to establish strong cyber defence, Evalueserve, a leading provider of proprietary solutions and 
services for research, analytics and data management to global organisations, was looking for a future-proof 
security platform that provides visibility, prevention and resilience. They wanted to secure their network 
by taking a preventive approach in dealing with emerging threats and keen to solve multiple business and 
operational challenges including:

• Upgrading end-of-life hardware to the latest firewall platform
• Limited visualisation capabilities of the existing firewall
• Protection against known and unknown threats while reducing business risks
• Inefficiencies caused due to the ‘Defence in Depth’ approach
• Reactive approach while dealing with emerging threats
• OEM accountability

The perimeter security device (traditional firewall) at Evalueserve’s Gurgaon 
office was due for a refresh, and after a detailed assessment and evaluation 
of multiple technologies from various OEMs, Evalueserve selected  
Palo Alto Networks® security operating platform which provides protection for 
today and the future.

Next-Generation security platform for 
preventing successful cyberattacks

“To meet the security challenges of the ever-changing 
technology landscape in real-time, we decided to go with  
Palo Alto Networks next-generation firewall that covers 
all key threats. Furthermore, their firewall operations 
proved to be easy-to-manage and were of added value to 
the security team,” said Sachin Jain, CIO, Evalueserve.  
“The detailed Security Lifecycle Review report inclusive of 
a dashboard came as one of the key benefits, enabling 
better visibility and decision making. We are happy to 
say that the visibility inside our network with respect to 
threats is deeper and clearer than before.”


